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B. The DOC secretary of corrections (SOC) or his/her designee may grant certain exceptions for use of tobacco 
products for special circumstances, events, or ceremonies.  

 
2. Offender Use or Possession: 
 

A. Offenders shall not use or possess tobacco products on DOC property except for tobacco products used for 
approved religious or cultural ceremonies or activities, or as otherwise approved by the SOC or designee. 

1. The restrictions of offender use or possession of tobacco products or electronic cigarettes extends 
to offenders on work release.  

2. Offenders housed in a contract facility or another jurisdiction's facility (not owned or leased by the 
DOC) are under the supervision of that facility and are subject to the rules and policies of the 
supervising authority. 

 
B. Tobacco products and electronic cigarettes are considered contraband when possessed by any offender in DOC 

custody, except for those tobacco products used for approved religious/cultural ceremonies. Tobacco approved 
for use in religious/cultural activities found in possession of an offender that exceeds the amount allowed by 
policy, is considered contraband.  

1. Any offender that violates provisions set forth by this policy is subject to disciplinary action. 
 

C. Juveniles on aftercare will adhere to their aftercare contract. Additionally, state law prohibits the use or 
possession of tobacco products by youth under the age of twenty-one (21). Offenders that violate state law may 
be subject to court fines and/or other penalties or responses. 

 
3. Visitor and Staff Use or Possession: 
 

A. It is not a violation of DOC policy or Executive Order for staff members or visitors to possess tobacco products 
or electronic cigarettes on DOC property, provided such items are properly secured. However, staff members 
and visitors are required to leave state property when using tobacco products.  

1.  Violators may be directed by DOC staff to leave DOC property to use such products.  
 

B. Staff are not entitled to a break during the workday to use tobacco products or electronic cigarettes; however, 
supervisors are authorized to grant staff breaks, provided this does not interfere with the safety, security, or 
disciplined operation of the facility. 

 
C. Violations of this policy by staff may result in disciplinary action (BHR Employee Handbook). 

 
4. Native American Ceremonial Herbal Mixture: 
 

A. Ceremonial mixture may only consist of red willow bark, other approved botanicals, and may include tobacco 
(not to exceed 1% tobacco). 

 
B. Native American offenders may only use ceremonial mixture containing tobacco obtained from the cultural 

activities coordinator (CAC). The CAC will be responsible for observing and overseeing the introduction and 
mixing processes for all ceremonial pipe, flag, and tie mixtures. 

 
C. The ceremonial mixture will be stored in a designated and secure location. An approved fire/pipe keeper may 

pick up the mixture from the CAC or authorized staff. If no approved fire/pipe keeper is in place at the time of 
the ceremony, or if an approved fire/pipe keeper will not be participating in the ceremony, a group pipe/fire 
carrier may pick up the mixture.  

 

https://bhr.sd.gov/forms/policies/Handbook.pdf
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D. No ceremonial mixture containing tobacco may be stored inside the secure perimeter of a DOC institution. Any 
ceremonial mixture containing tobacco that is not used during a ceremony must be returned to the designated 
and secure storage area outside the secure perimeter by the CAC or authorized staff. 

    
E. No offender will be allowed to prepare his/her own mixture containing tobacco, or any mixture for another 

offender. 
 

F. At no time will an offender be allowed to leave the site of a ceremony with ceremonial mixture containing 
tobacco. Offenders who remove tobacco or ceremonial mixture containing tobacco from the ceremony site 
without authorization are subject to disciplinary action. 

 
G. Due to ventilation concerns, cultural religious activities that involve burning, smudging, or smoking will only 

be permitted inside designated buildings or rooms, as approved by the CAC or designated staff.  
 

H. At the conclusion of a ceremony at which ties and flags are used, the ties or flags must be burned. The only 
place ties and flags are allowed to be burned is in the sweat lodge fire.  

 
V. RESPONSIBILITY  
The director of Prisons is responsible for the annual review and revision as necessary of this policy.  
  
VI. AUTHORITY 

A. SDCL § 10-50B-4 Cigarette defined. 
B. SDCL § 24-2-22 Possession of unauthorized articles with intent to deliver to inmate as felony. 
C. SDCL § 34-46-1 Definition of terms. 
D. SDCL § 34-46-2 Unlawful actions. 

 
VII. HISTORY  
January 2024 
June 2022 
June 2021 
July 2020 
October 2019 
June 2019 
June 2018 
June 2017 
June 2016 
October 2015 
April 2014 
 
ATTACHMENTS  
1. DOC Policy Implementation / Adjustments 
 

 

https://sdlegislature.gov/Statutes?Statute=10-50B-4
https://sdlegislature.gov/Statutes?Statute=24-2-22
https://sdlegislature.gov/Statutes/Codified_Laws/DisplayStatute.aspx?Type=Statute&Statute=34-46-1
https://sdlegislature.gov/Statutes/Codified_Laws/DisplayStatute.aspx?Type=Statute&Statute=34-46-2

	100-01 [1.1.A.01] Mission, Vision, and Values (08.15.2023)
	I. POLICY
	II. PURPOSE
	III. DEFINITIONS
	Mission Statement:
	Values:
	Vision Statement:

	IV PROCEDURES
	1. Overview:
	A. Mission Statement:
	B. Vision:
	A national leader in corrections that enhances public safety.
	C. Values:
	We value our staff as our greatest asset.
	D. The Department of Corrections’ Administration Office will provide corrections policy leadership, direction, and support of the state corrections system.
	E. The secretary of corrections (SOC) will ensure that planning, budgeting, and management of all institutions and divisions under the department’s control are directed toward fulfilling the department’s mission, vision, and values.


	V. RESPONSIBILITY
	VI. Authority
	VII. History
	ATTACHMENTS

	100-03 [1.1.A.03] Staff Reporting Information to DOC Administration (09.15.2023)
	I. POLICY
	II. PURPOSE
	III. DEFINITIONS
	Absence Without Leave (AWOL):
	Aggravated Assault:
	Office of Risk Management:
	Runaway:
	Simple Assault:

	IV PROCEDURES
	1. Monthly Reports:
	A. The following DOC staff will electronically submit monthly activity reports to the deputy secretary of corrections by the fifth (5th) of each month. The deputy secretary will compile the information and submit a comprehensive monthly report to the ...

	2. Daily/Weekly Reports:
	A. Daily reports and incidents will be obtained from the Comprehensive Offender Management System (COMS) by designated Parole Services staff (the Parole Services secretary) and distributed to the director of Parole (see SDCL §24-15-26) and designated ...
	B. Designated duty officers (DOs) from each institution will submit a Weekly Duty Officer Observation Form (see DOC policy 200-03 - Duty Officer) to designated DOC staff by way of an email sent to the facility administration email distribution group.

	3. Notification and Follow Up Reporting of Major Incidents:
	A. Major incidents are incidents that are outside the normal, routine business of the unit or division that may cause public concern or notoriety. Major incidents affect the health, safety, security, custody, control, and management of offenders. Majo...
	B. Major incidents must be directly reported at the first available opportunity to the director of Prisons, day or night, seven (7) days a week. The director of Prisons will facilitate notification to the SOC and the deputy secretary of corrections, a...
	C. Initial notification will include, at a minimum, a brief description of incident, names of offenders, and staff involved, relevant dates, times, and locations, and a brief explanation of immediate responses to the incident.
	D. A completed Major Incident Report (see attachment #2) with all relevant facts and information will be forwarded to the major incident reporting group (at DOC.ADMININCIDENT@state.sd.us) by the end of the shift on which the incident was reported.
	E. Requests received by DOC staff from the public or media for information related to a major incident will be directed to the Public Information Officer (PIO).
	F. The SOC may redact or withhold any information that, if released, may unreasonably invade personal privacy, diminish or threaten safety and/or security, discloses proprietary information, or is or may be, part of an official investigation or may di...
	G. At his/her discretion, the SOC or designee will notify the governor’s office of major incidents.

	4. Notification and Reporting of Other Significant Incidents:
	A. All notifications will be made to the division directors by telephone. If no answer by telephone, staff may leave a voicemail briefly describing the incident and providing a telephone number where they may be reached. Division directors will make n...
	B. An email will be sent following the notification, and a booking summary and related documentation must be included with the e-mail when the significant incident involves an offender(s).
	C. Significant incidents that require notification and a Major Incident Report by the end of shift on which the incident occurred include:
	D. A completed Major Incident Report will be forwarded to the major incident reporting group and will contain the following:
	E. The SOC or his/her designee will notify the PIO of reported incidents which may necessitate a press release or generate media contact.
	F. The SOC, or his/her designee, will notify the Office of the Governor of reported incidents at his/her discretion.

	5. Reporting Incidents to the Office of Risk Management:
	A. The following incidents must be reported to the Office of Risk Management by calling (605) 773-5879 during normal business hours or by sending a report electronically.
	B. Staff will complete a State Vehicle Accident Report form for all accidents involving a state vehicle. Forms are available at: https://boa.sd.gov/risk-management/forms.aspx.
	C. All accidents involving a DOC staff member or offender and a non-state vehicle, or injuries sustained by a staff member as a result of an accident, or assault upon a staff member by an offender that occur during while a staff member is on duty, mus...

	6. Format of Major Incident Reports:
	A. All major incident reports will be documented utilizing the Major Incident Report.


	V. RESPONSIBILITY
	VI. AUTHORITY
	VII. HISTORY
	ATTACHMENTS (*Indicates document opens externally)


	100-04 [1.1.A.04] Relationship with News Media, Public, and Other Agencies (03.01.2024)
	I. POLICY
	II. PURPOSE
	III. DEFINITIONS
	Agencies:
	News Release:
	Recognized News Media:
	Tours:

	IV. PROCEDURES
	1. Public Information Process:
	A. The public information process will support the operations, programs, mission, goals, and objectives of the DOC, while at the same time, preserving the legitimate penological interests of the department. The department’s public information process ...
	B. The DOC public information officer (PIO) or designee will provide and disseminate current, factual information to recognized news media, the public, and agencies. The PIO or designee will ensure to the best of his/her ability that information relea...
	C. Requests from recognized news media, the public and agencies for information about operations, institutions, units, offenders, or staff, will be responded to by the PIO. The DOC may forward requests to the appropriate entity for response or redirec...
	D. Properly filed complaints regarding the public information process of the South Dakota Department of Corrections received from recognized news media, the public, or agencies will be investigated by the department (see the section in this policy: In...

	2. Department Releases of Information to the Public:
	A. Department news releases, media advisories, public notices, and other information intended for public distribution, shall be controlled by the PIO or designee.
	B. Information intended for public distribution may be posted on the South Dakota DOC website (http://doc.sd.gov/) and other approved public locations.

	3. Release of Staff and Offender Information:
	A. Information identifying individual offenders or staff members may be disseminated to the public within certain limitations and constraints.
	B. Department response to inquiries for information, including offender specific information, is subject to statutory provisions pertaining to public information.
	C. In no case will an offender or other unauthorized person be permitted to gain access to personally identifiable information (PII) or information held in confidence by the DOC that is not in the public domain, which if improperly disclosed, could be...
	D. Staff shall forward to the PIO all questions regarding information considered for release that may be proprietary, protected, or confidential. Any information posted to the DOC website (http://doc.sd.gov/), OPEN SD http://open.sd.gov/, the Boards a...
	E. Release of department information to social media will be consistent with the mission of the DOC and will not in any way violate established standards of staff conduct, state, or federal law or jeopardize or threaten the legitimate penological inte...
	F. Any staff member who knowingly releases records, files, or conditional information to unauthorized persons, may be subject to disciplinary and/or legal action.
	G. Information identified for public release, may have certain portions of the document or record which contain information that unreasonably invades personal privacy, threatens public safety or security, discloses proprietary information, or disrupts...

	4. Release of Offender Case Records:
	A. Offender case records developed, maintained, and stored by the DOC are the property of the DOC and shall be a permanent record of the department.
	B. The DOC shall make an offender’s case records accessible to the members of the Board of Pardons and Paroles, its executive director, the secretary of corrections (SOC), and any person specifically delegated for such access by the SOC for the purpos...
	C. The DOC may release offender case records, including an offender’s criminal history, photographs, fingerprints, or other identifying information relating to an offender, and other such information or records as may be required, to the attorney gene...
	D. Certain information contained within an offender’s case record may be released to victims and the public for purpose of community and victim notification and to governmental entities, which is defined as any department, division, or other public ag...
	E. When requested for modification of sentence, parole, pardon, or early release, the warden shall furnish only to the sentencing court, SOC, Board or Pardons and Paroles, or governor, any requested offender’s case record/file.
	F. The DOC shall not publish, transfer, or circulate any impression, measurement, description, record, or photograph (except criminal booking photograph) of any offender obtained outside of the DOC, except to duly authorized law enforcement officers/a...
	G. Case records for offenders currently serving the incarceration portion of a suspended imposition of sentence (SIS) shall be treated the same as those offenders sentenced to the custody of the DOC, with the following stipulation:
	H. Offender case records released to a sentencing judge will generally be communicated in the form of a progress report or Parole Services memo describing the offender’s conduct while incarcerated and/or while under parole supervision.
	I. Progress reports are prepared by the offender’s assigned unit staff and may be released to a judge, a court services worker representing the judge, the prosecuting attorney, the offender’s attorney, or other correctional agencies.

	5. Access to DOC Institutions:
	A. The governor, attorney general, chief justice, circuit court judges, and associate justices shall have access to DOC institutions. The director or deputy director and the SOC will be notified as soon as possible upon receipt of a request by any of ...
	B. Requests for tours of DOC owned, operated, or leased institutions are subject to the following:
	C. Cameras, wireless microphones, micro/miniature cameras, smart phone cameras, hidden/concealed cameras including smart watches) or similar recording devices are not allowed within a DOC institution, except by special invitation from the SOC.
	D. Permission to obtain video, photographs, or recordings of offenders, staff, or DOC owned or leased property, shall be controlled by the DOC, and may be limited or denied if contrary to the legitimate penological interests of the DOC. Capture of vid...
	E. If use of a camera or recording device within a DOC institution is approved, use of the camera or other recording device is limited to an approved area in the institution. Cameras and recording devices cannot be removed from bags or turned/powered ...
	F. If an offender is identifiable in any video, photograph or recording and the intent is to make public any video, photograph or recording, the owner of the material must have the offender complete an Offender Consent For a Media Interview (see attac...
	G. In the event of an emergency, any visitor to a DOC facility may be restricted to a designated area, in accordance with institutional emergency response protocol and DOC policy. Access to a DOC institution or leased property may be interrupted, dela...

	6. Media Access to Offender/Staff:
	A. The DOC will provide for reasonable access between offenders and the news media, subject only to the limitations necessary to maintain order and security, protect offenders’ privacy and promote the rehabilitative goals of the DOC [ACA 5-ACI-3D-06].
	B. Members of the news media may contact offenders within a DOC institution through the offender correspondence system, the telephone/messaging system, or through approved visits, subject to all applicable rules, regulations, and policies.
	C. In-person interviews with offenders by members of the news media are not permitted, except by special invitation from the SOC.
	D. If news media is invited into a DOC institution, the media member(s) must be under direct supervision of DOC staff, may include the PIO, while in the secure perimeter of any DOC institution. Random or unsupervised access to staff, offenders, or DOC...
	E. News media entering a DOC institution or leased property must complete and sign the DOC Release and Waiver of Liability form and Consent to Search Authorization and Registration (see attachments in DOC policy 300-01) prior to entering a DOC institu...

	7. Interviews with Offenders and Staff:
	A. Except for scheduled events, access to DOC staff for the purpose of conducting an interview is limited to normal business hours, 8:00 a.m. to 4:30 p.m., Monday through Friday, excluding state or federal holidays, unless an exception is granted by t...
	B. Members of the news media may submit requests to interview offenders to the PIO. Requests should be received at least five (5) business days prior to the interview and may be submitted by telephone or email.
	C. Interviewers may contact offenders within a DOC institution through written correspondence, by telephone, or visits, provided the interviewer is on the offender’s approved visit list and the interview does not disrupt other visit room activities. V...

	8. Notification:
	A. The SOC or PIO will be notified in advance by the warden, director, or designees of scheduled tours of a DOC institution or unit by members of the Legislature, Corrections Commission, or judicial officers of the court.

	9. Investigation of Complaints:
	A. Complaints by news media, the public, or other agencies may be directed in writing to the SOC.

	10. Access to Public Records:
	A. Requests submitted by news media, the public or agencies seeking disclosure of public records, information, data, or documents, in accordance with state law, must be made via the South Dakota Public Records Request portal on the State of South Dako...
	B. Requests for reproduction of public records are subject to fees, up to twenty-five cents ($0.25) per one-sided copy provided, retrieval costs, and staff time.
	C. If a written request for records is denied in whole or in part by the DOC public records officer, a written request may be made by the requestor.
	D. Certain records are excluded from public access.

	11. Information Released Regarding Offenders:
	A. The following information regarding offenders may be provided to victims, the public, and governmental entities. Note: Records of offenders under suspended imposition of sentence are sealed upon successful completion of probation conditions and dis...


	V. RESPONSIBILITY
	VI. Authority
	A. SDCL § 1-27 Public Records and Files.
	B. SDCL § 1-27-1.5 Certain records not open to inspection and copying.
	C. SDCL § 1-27-1.9 Documents or communications used for decisional process arising from person's official duties not subject to compulsory disclosure.
	D. SDCL § 1-27-1.10 Redaction of certain information.
	E. SDCL § 1-27-35 Informal requests for disclosure of records--Costs of retrieval or reproduction.
	F. SDCL § 1-27-37 Written request for disclosure of records.
	G. SDCL § 1-27-38 Civil action or administrative review of denial of written request or estimate of fees.
	H. SDCL § 15-15A-7 Court records excluded from public access.
	I. SDCL § 17-2 Legal Newspapers and Publication of Notice.
	J. SDCL § 22-6-1 Felony classes and penalties--Restitution--Habitual criminal sentences.
	K. SDCL § 23-5-6 Identification records made by wardens and superintendents of penal institutions.
	L. SDCL § 23-5-7 Identification records to be filed and preserved--Restrictions as to use.
	M. SDCL § 23A-27-13.1 Copy of suspension order forwarded to criminal investigation division.
	N. SDCL § 24-2-17 Record of inmate conduct and infractions--Notice--Challenge to findings or sanctions--Investigation--Modification--Use of record.
	O. SDCL § 24-2-20 Records and information furnished court, secretary, board, or Governor--Information that may be released for certain other purposes.
	P. SDCL § 24-2-20.1 Governmental entities defined.
	Q. SDCL § 24-15A-14 File containing history of inmate--Purposes--Access to file.

	VII. History
	ATTACHMENTS (* Indicates document opens externally)

	100-07 [1.1.C.04] Staff Grievances (02.15.2024)
	I. POLICY
	II. PURPOSE
	III. DEFINITIONS
	Staff Grievance:

	IV. PROCEDURES
	1. General Provisions:
	A. A grievance must be based on the following:
	B. Grievances must be in writing and must contain the following information at all steps in the grievance process:
	C. If the staff member fails to properly pursue a grievance within fourteen (14) days after the event causing the grievance or notification of action, the staff member’s grievance shall expire.
	D. A staff member who voluntarily terminates employment will automatically have his/her grievance withdrawn and may not benefit by any later settlement of an individual or group/class grievance.

	2. Procedure:
	A. Notice to the staff member is effective when the notice is personally delivered to the staff member, or the date the notice is deposited in the mail, whichever occurs earlier.
	B. Notice to the employer is effective on the date the notice is received.
	C. A grievance/appeal submitted by a staff member may be dismissed in whole or part for failure to state an issue that may be appealed; for failure to state a claim upon which relief may be granted; for lack of jurisdiction; or for failure to meet a s...
	D. The steps to filing a grievance are as follows:
	E. The DOC may waive any of steps 1-3. The waiver must be in writing and must notify the staff member of what step they may continue their grievance.
	F. Any written grievance submitted by a staff member may be delivered personally to the staff member or mailed by first class mail. If mailed, the notice is effective the date the notice is received.

	3. Complaint of Retaliation by Staff:
	A. Staff who believe they have suffered discrimination, coercion, restraint, reprisal, or retaliation as a result of their involvement in the filing of a grievance, may contact their supervisor or BHRA representative directly to report their complaint...
	B. The DOC shall respond to all allegations and complaints of discrimination, coercion, restraint, reprisal, or retaliation directed towards a staff member as a result of involvement in the filing of a grievance.
	C. The staff member will be provided a written response to their complaint.
	D. The warden, director, IG, SOC, or designee may monitor the treatment of the staff member after receiving the complaint. Normally, monitoring shall take place for thirty (30) days following receipt of the complaint, unless there is evidence to suppo...


	V. RESPONSIBILITY
	VI. Authority
	VII. History
	ATTACHMENTS (*Indicates document opens externally)

	100-08 [1.1.C.05] Staff Dress and Grooming (02.15.2024)
	I. POLICY
	II. PURPOSE
	III. DEFINITIONS
	Business Casual Attire:
	Business Professional Attire:
	DOC Staff:
	Ear Gauging:
	Ear Plug:
	Ear Taper:
	Ear Tunnel:
	Non-Uniformed Institutional Staff:
	Uniform:
	Well Groomed:

	IV. PROCEDURES
	1. Dress Standards:
	A. It is the policy of the DOC to require all staff members to present a professional, businesslike image while on duty, and adhere to the dress and grooming standards that apply to their individual job position within the DOC. Each staff member’s dre...
	B. It is the responsibility of each staff member to know and follow the dress and grooming requirements that apply to their job position. Any staff member who is unsure about the required dress and grooming standards for his/her job position must cons...
	C. Staff will wear attire that is either business professional, business casual, or issued by the DOC (uniform) while on duty, unless otherwise authorized. Clinical services staff will have their credentials displayed and will wear business casual or ...
	D. Exceptions to the dress standard may be approved for the following:
	E. Appropriate footwear must be worn at all times. Closed toe shoes are required for certain job positions. All staff assigned to a workstation that is within the secure perimeter of a DOC institution, shall wear closed toe footwear. Uniform staff sha...
	F. Tattoos advocating or depicting any form of negative religious, racial, ethnic or gender bias, illicit drugs, drug paraphernalia or drug use or perceived as being affiliated with any security threat group, street gang or containing nudity, vulgar w...
	G. Jewelry (rings, watches, necklaces, bracelets, tie tacks, pins, buttons, and earrings) may be worn; however, staff members may not wear jewelry/accessories that may constitute a safety hazard, disrupt the workplace, interfere with job performance, ...
	H. All DOC staff will be issued a department photo identification badge upon employment with, or assignment to, the DOC. Staff working in or entering a DOC institution are required to wear their badge in a visible manner.
	I. Staff members assigned to specific areas of a DOC institution, i.e., food services, clinical services, prison industries, or maintenance, may be required to adhere to specific dress standards necessary to maintain and adhere to additional health, s...
	J. Requests for accommodation by staff will be considered on a case-by-case basis. The DOC will make efforts to accommodate medical, religious, or cultural customs, given the legitimate penological interests of the DOC and staff safety. Staff shall su...

	2. Grooming Standards:
	A. Personal grooming and hygiene standards will be maintained by all staff while on duty. Regular bathing and use of deodorant are required.
	B. Hair will be clean, well-groomed, and maintained so as not to constitute a safety issue or health concern.
	C. Facial hair requirements for staff:
	D. Fingernails will not extend one quarter inch (1/4”) beyond the digital tip for uniformed custody/control staff.

	3. Off-Duty Display of the Uniform:
	A. Uniform staff may wear a DOC issued uniform/clothing (identifiable by the DOC logo or lettering) in whole or part, when traveling to and from work.
	B. Uniforms or other DOC issued clothing may not be worn while engaged in any of the following:

	4. Uniform Staff:
	A. The authorized uniform worn by uniformed staff will consist of a coat and/or jacket, shirt, trousers, tie, belt, and name tag, all issued by the DOC. When items and equipment have been issued by the DOC, personally owned items and equipment are not...
	B. Uniform staff with the rank of corporal or sergeant will have the proper chevron indicating the rank on both sleeves of the winter coat, jacket, and long-sleeved shirt(s). When wearing short sleeved shirts, officers with the rank of corporal or ser...
	C. Uniform staff with the rank of sergeant and above will wear white shirts as a part of their authorized duty uniform.
	D. Only regulation uniforms shall be worn. Uniforms shall be clean, in good condition, wrinkle-free, and void of stains or patched areas. Uniforms shall fit properly, without excessive bagginess or tightness in the trousers or shirt.

	5. Uniform Issue, Return and Exchange:
	A. Uniform staff will be issued an initial uniform supply consisting of one (1) jacket with liner, two (2) pair of trousers, three (3) shirts, two (2) name tags, one (1) belt, one (1) necktie, one (1) ID badge, training manuals, four (4) numbered chit...
	B. Staff failing to complete the six (6) month probationary period will be required to turn in all issued items in serviceable condition. Staff will be charged the total cost of any item lost or returned in unserviceable condition.
	C. Staff completing the six month probationary period but failing to complete an one year of consecutive employment, will be required to turn in all issued items in appropriate condition. Staff will be required to pay half (½) the cost of any item los...
	D. Upon completion of one year of employment , each uniform staff will be issued two (2) additional uniform shirts and one (1) additional pair of uniform pants.
	E. Issued uniform items that are unserviceable, may be exchanged through the staff member assigned to oversee issuance of uniforms and equipment at the facility. Assigned training staff will be responsible for tracking all state property issued to sta...
	F. All issued clothing and equipment shall be turned into the appropriate supervisor upon termination/separation of employment. All uniforms and accessories issued by the DOC to staff, remain the property of the DOC and must be returned to the DOC whe...
	G. Issued uniform item(s) damaged in the line of duty may be replaced at no expense to the staff member by the DOC, with approval by the warden or designee.
	H. Staff may be held responsible for replacement costs (all or part) for uniforms and equipment that is damaged, altered, destroyed, or lost through acts of willful negligence or misconduct.

	6. Uniformed Staff Footwear Allowance:
	A. DOC provides each uniformed staff member with up to one hundred fifty dollars and zero cents ($150.00) footwear allowance, every two (2) years (after the first year of continual employment). This can be for one (1) pair of boots or multiple pairs, ...
	B. Allowance date is two (2) years from last purchase date for uniformed staff and maintenance staff unless an exception is made by the warden or designee (example – footwear damaged in the line of duty). For special teams, the allowance date is one (...
	C. The DOC reserves the right to make a final determination regarding all footwear. Staff who purchase unacceptable footwear with a footwear allowance issued by the DOC may not be reimbursed.

	7. Footwear Purchasing Protocol:
	A. Footwear must be purchased by staff while off-duty.
	B. Staff may purchase approved footwear from any vendor and submit reimbursement to the business office. The state will reimburse up to one hundred fifty dollars and zero cents ($150.00) every two (2) years for uniform staff and maintenance staff, and...

	8. Uniform Staff Footwear Requirements:
	A. Footwear shall be black in color.

	9. Responsibility and Oversite:
	A. Supervisors shall be responsible for ensuring staff compliance with this policy. Intentional, willful violations by a staff member will be documented by the supervisor. Violation of dress and grooming standards may present a safety issue and is sub...
	B. Any staff member who does not meet the standards of this policy may be required to take corrective action before reporting for duty or before continuing their duties. This may include rectifying the issue on personal (not state) time and returning ...


	V. RESPONSIBILITY
	VI. Authority
	VII. History
	ATTACHMENTS (*Indicates document opens externally)

	100-09 [1.1.C.06] Staff Outside Employment (09.01.2023)
	I. POLICY
	II. PURPOSE
	III. DEFINITIONS
	Conflict of Interest:
	Employment:
	Outside Employment:

	IV. PROCEDURES
	1. General Standards for Outside Employment for DOC Employees:
	A. DOC employees will not engage in outside employment that is not compatible with the full and proper discharge of the employee’s duties and responsibilities within the DOC or presents a conflict of interest with the employee’s employment with the DO...
	B. Outside employment will not occur during hours which the employee is scheduled to work for the DOC, unless the employee has requested and been approved for leave.
	C. Employees will not use DOC materials, supplies, property, equipment, or resources for, or in connection with, outside employment.
	D. Outside employment will not be incompatible, create a conflict of interest, impair, or create an appearance of impairing, an employee’s independence of judgement or action while performing assigned DOC duties. Example:
	E. Employees are responsible for submitting an Outside Employment Form (see attachment #1) any time there is a change in supervision or assigned position/responsibilities.

	2. Required Authorization for Outside Employment:
	A. Prior to engaging in outside employment, employees must disclose to their supervisor their intent to engage in outside employment. Employees may be required to obtain written permission from their supervisor and the warden, director, or designee by...
	B. DOC employees engaging in outside employment must disclose any actual or potential conflict of interest related to their outside employment as soon as they become aware of a conflict. Employees must promptly inform their supervisor anytime they bec...

	3. Limitations and Restrictions:
	A. To be eligible for outside employment, the employee must, after review and consideration by the approving authority, be in good standing with the DOC.
	B. Requests by an employee to engage in outside employment may be denied if any of the following conditions exist at the time of the request:
	C. The restrictions and limitations described herein are not intended to be all-inclusive and do not exclude or excuse any employee misconduct not included in this policy.
	D. The employee’s supervisor is responsible for monitoring the impact of the outside employment on the employee’s performance of his/her DOC duties. The supervisor has authority to recommend to the approving authority that the employee’s approval to e...
	E. The warden, director, or secretary of corrections (SOC) may direct supervisors to conduct annual reviews of employees approved for outside employment to verify the employment remains compatible with the full and proper discharge of the employee’s d...
	F. Neither this policy nor its application may be the basis for establishing a constitutionally protected liberty, property, or due process interest in any employee.
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	100-10 [1.1.C.10] Staff Anti Harassment and Discrimination Policy (09.15.2023)
	I. POLICY
	II. PURPOSE
	III. DEFINITIONS
	IV PROCEDURES
	1. Conduct and Retaliation:
	A. Staff have the right to experience a workplace free from discrimination, harassment, or offensive behavior.
	B. DOC staff members are expected to conduct themselves in a manner consistent with this policy, and to maintain a work environment free from discrimination. All staff members are responsible for treating fellow staff, offenders and the public with di...
	C. Staff found to have engaged in harassing, discriminatory, or offensive behavior are subject to disciplinary action.
	D. Staff who believe they have been subjected to discrimination, harassment, or offensive behavior through the conduct of another staff member must contact their supervisor or Bureau of Human Resources (BHR) contact to report the alleged conduct or ac...
	E. The DOC shall not retaliate against another who has filed a complaint alleging discrimination or harassment, or who has participated in an investigation or lawsuit based on charges of discrimination or harassment.
	F. Staff members are prohibited by DOC policy from harassing or discriminating against offenders.

	2. Access to the Bureau of Human Resources (BHR) Anti-Harassment/Discrimination Policy:
	A. The BHR policy on Anti-Harassment/Discrimination applies to all DOC staff.

	3. Scheduled Review of the BHR Anti-Harassment/Discrimination Policy:
	A. The BHR Anti-Harassment/Discrimination policy and this policy will be made available to staff during basic and annual in-service training and through electronic dissemination upon annual review and approval by the SOC.
	B. DOC training staff will review the BHR Anti-Harassment/Discrimination policy with staff during basic training and answer any questions presented.
	C. All staff have an affirmative responsibility to seek out their supervisor if they have questions regarding this policy or any related content.

	4. Bureau of Human Resources Anti-Harassment/Discrimination Policy (from the Employee Handbook):
	A. The State of South Dakota will not tolerate harassment, discrimination or offensive behavior based on race, color, religion, national origin, sex, pregnancy, age (40 years or older), genetic information, disability, or any other legally protected s...
	B. Employees must not engage in harassment, discriminatory or offensive behavior. Additionally, because of the State's strong commitment to keeping the workplace free from harassing, discriminatory, and offensive behavior, employees must avoid any con...
	C. Harassment includes conduct that creates a hostile work environment or results in a "tangible employment action," such as hiring, firing, promotion or failure to promote, demotion, work assignments, benefits, or compensation decisions.
	D. This prohibition against harassment and discrimination also encompasses sexual harassment. Sexual harassment includes unwelcome sexual advances, requests for sexual favors, and other verbal or physical conduct of a sexually harassing nature, when: ...
	E. Harassment or discriminatory or offensive behavior may take different forms and may be verbal, nonverbal, or physical in nature. To aid employees in identifying inappropriate conduct, the following examples of harassment or discriminatory or offens...
	F. An employee who has a complaint of harassment or discriminatory or offensive behavior by anyone, including supervisors, co-workers, or non-employees, should immediately notify his or her supervisor, a higher-level supervisor, the agency's human res...
	G. The person who receives a harassment or discrimination complaint shall immediately report the matter to his or her supervisor (or a higher-level supervisor if his/her supervisor is allegedly involved in the harassment) and the agency's human resour...
	H. The State will investigate all complaints. If the investigation supports charges of harassment, discrimination, a violation of this policy, or inappropriate behavior, appropriate corrective action will take place. The employee engaging in the impro...
	I. The State will protect the privacy of harassment/discrimination allegations to the maximum extent possible, and information will only be shared with those individuals who need to know or if compelled by legal means. The State cannot guarantee compl...
	J. In addition to reporting alleged harassment or discrimination to the State, an employee may file a charge of discrimination based on race, color, religion, national origin, sex, disability, or protected activity with the South Dakota Division of Hu...
	K. A charge of discrimination based on race, color, religion, national origin, sex, disability, or protected activity must be filed with Human Rights or with the EEOC within three hundred (300) days of the violation.
	L. A charge of age discrimination or discrimination based on genetic information must be filed with the EEOC within one hundred eighty (180) days of the violation. These deadlines run from the last date of unlawful conduct and not from the date of the...
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	100-11 [1.1.C.12] Staff Use of State Computer Equipment and Technology (09.15.2023)
	I. POLICY
	II. PURPOSE
	III. DEFINITIONS
	Computer:
	Computer Equipment:
	Data Storage Device:
	Electronic Communication Device:
	Email (Electronic Mail):
	Internet:
	On-Line System:
	Personally Identifiable Information (PII):
	Software:
	State Technology:

	IV PROCEDURES
	1. Approved Use:
	A. Use and access to state computer equipment, software, services, computerized information, data, and technology is limited to official state business. Under no circumstances are employees allowed to use the state’s technology to engage in outside bu...
	B. Staff may download software or applications not on the Bureau of Information and Telecommunications (BIT) standard inventory, only with prior approval from authorized BIT staff.
	C. Staff are not permitted to install personal or non-state-owned hardware or software on state computers, servers, or networks.
	D. Each staff member approved to use a state computer or access an on-line system of the DOC, data, or computerized information owned or kept by the DOC, is responsible for the maintenance and security of their user ID and password(s). Such informatio...

	2. Prohibited Use of State Computer Equipment and Technology:
	A. Use of state computer equipment and technology for the purpose of harassing, stalking, or threatening another, or to further inappropriate or offensive behavior(s) toward others based on race, color, creed, religion, sex, ancestry, national origin,...
	B. Use of state computer equipment and technology to access sites that exhibit hate, bias, discrimination, libelous, or otherwise defamatory content (not an inclusive list), except for investigative or authorized purposes, is prohibited.
	C. Use of state computer equipment and technology to access, display, archive, store, distribute, edit, or record sexually explicit, lewd, obscene, indecent, or pornographic material, except for investigative or authorized purposes, is prohibited.
	D. Staff members will not use state computer equipment or technology to access entertainment software or games, play such games against an opponent(s), or engage in wagering/betting.
	E. Staff members will not use state computer equipment or technology to knowingly download or distribute pirated software or data, including unlicensed software.
	F. Staff members will not use state computer equipment or technology to knowingly distribute viruses/worms. Staff will not intentionally bypass any virus protection/detection system.
	G. Staff members will not knowingly allow offenders access to state computer equipment except that equipment designated for offender access and use.
	H. Staff members will not improperly release computerized information or data originating from a DOC computer, network database, drive, or file that contains personally identifiable information (PII) not accessible in the public domain or open to publ...
	I. Staff members will not use state computer equipment or technology to engage in or conduct personal or private business.
	J. Staff members will not use state computer equipment or technology to engage in illegal or unlawful activities or purposes, including but not limited to, copyright infringement, libel, slander, fraud, defamation, harassment, intimidation, forgery, a...
	K. Staff members will not use state computer equipment or technology in any way that violates DOC policy, directives, or for uses that are disruptive or harmful to the reputation or business of the DOC, reflect unfavorably on the DOC, destroy confiden...
	L. Staff members will not use state computer equipment or technology to promote political or religious activities not directly related to the mission, function, or work/operations of the DOC, or which are inconsistent with state Bureau of Human Resour...

	3.  Maintenance of State Technology:
	A. Maintenance of state technology supporting state computers is provided by  BIT, which provides the DOC with database services and network data storage. The DOC may enter into contract with private technology providers/vendors for database services,...
	B. Staff are responsible for immediately reporting any issues or problems occurring with state technology, including suspected breaches in the security of a DOC database or unauthorized access to DOC data, computerized information, or technology to th...
	C. Staff are responsible for deleting any unnecessary or outdated files assigned to them and notifying their supervisor of any outdated files they may be aware of which they do not have permission to modify or delete. The DOC records retention schedul...
	D. Staff are responsible for the security of any removable, rewritable CD, DVD, Universal Serial Bus (USB) flash drive, zip drive, thumb drive, or other removable data storage device that contains confidential or sensitive DOC information or data.
	E. All computers and computer equipment to be surplused, redistributed, or otherwise disposed of will be returned to the BIT Parts Center. BIT is responsible for ensuring any and all data has been wiped.

	4. Lost/Damaged Electronic Equipment:
	A. Staff will immediately report any lost, damaged, or stolen state owned or leased electronic equipment to a supervisor. In the case of a lost or stolen state issued remote access device (RAD), staff will:
	B. Staff will immediately report to a supervisor, any electronic equipment (personal or state owned) that is lost or otherwise unaccounted for within the secure perimeter of a DOC facility or on the grounds of a DOC owned or leased facility which offe...

	5. Social Media:
	A. The  secretary of corrections (SOC) or designee may grant individual staff members approval to use state technology and computer equipment to create blogs, micro blogs, wikis, social networks, or videos containing DOC related information, or to off...
	B. The DOC will limit authorized connection and exchange of DOC related information to specified social media websites. Approval will be based on whether the content of the site is consistent with the mission, vision, and values of the DOC.
	C. Professionalism will be maintained by staff members accessing, creating, and posting/contributing social media on behalf of the DOC. Staff conduct will be consistent with the mission, vision, and values of the DOC and will not violate standards of ...
	D. Discussions (posted content) on DOC managed technology infrastructures may be reviewed by the DOC public information officer (PIO), or staff authorized to manage and monitor the content of the social media site. The PIO or authorized staff, has aut...
	E. The DOC does not monitor staff personal use of social media. However, the DOC may investigate and take responsive action when it becomes aware of, or suspects staffs’ conduct or communication on social media adversely impacts the DOC, staff, offend...

	6. Internet:
	A. General information in the acceptable use of internet and state networks for DOC is available through BIT, including internet-based cyber security awareness training and information. Individual users who have been approved to have internet access s...
	B. Use of the internet on state networks is for legitimate business purposes. Incidental personal use is not prohibited, but such use must not affect staff’s work performance, or the operations of the DOC. Internet use must not compromise system secur...

	7. Email:
	A. The DOC recognizes that email is a critical mechanism for communication, acquiring and sharing information, and participating in educational and professional activities. Use of the state email systems and services is a privilege, not a right, there...
	B. Staff use of the state email system shall not disrupt the services or operations of the DOC and must comply with applicable policies, directives, and laws related to email and electronic communications.
	C. Generation of an email creates a public record and may be considered to be open, unless privileged or made confidential by law. All email sent or received through the state email system is the property of the state/DOC. Staff have no expectation th...
	D. Staff shall use extreme caution when using email to communicate any confidential, personal, or sensitive information. Such email communication should be sent encrypted. All email messages sent outside of the DOC become the property of the receiver.
	E. Important official communications may at times be sent by email. Staff with email accounts are expected to check their email in a consistent and timely manner. Non-exempt staff should only check email during work hours, in accordance with federal l...
	F. Staff may use personal, or DOC issued cell phones or other electronic devices to check their state email account; however, the device must meet BIT standards for access and security software and all protection systems must be current.
	G. Email users are expected to comply with the normal standards of professional and personal courtesy and conduct when using email. Users shall comply with the staff code of ethics and legal standards that apply to electronic communications.
	H. The state email system is to be used for legitimate DOC business purposes. Incidental personal use is not prohibited, but such use must not affect the user’s work performance or operations of the DOC or state and must not compromise system security...
	I. Staff shall use caution when opening email attachments from unknown or outside sources. Attachments are the primary source of computer viruses. Staff should contact BIT if they suspect their state computer or state technology has been affected by a...

	8. DOC Website:
	A. Anyone may view, copy, or distribute information found on the DOC’s website for personal or informational use without obligation to the DOC. Staff may direct the public, media, outside groups, or other agencies to information contained on the DOC w...
	B. The DOC makes no claim, promise, or guarantee about the absolute accuracy, completeness, or adequacy of the contents of its website and expressly disclaims liability for errors and omission in the contents and makes no warranty regarding the comple...
	C. The DOC may make changes to information on its website at any time, including adding, removing, updating, or correcting any information.

	9. Oversight:
	A. The DOC reserves the right to monitor and restrict a staff member’s use and access to state computer equipment and technology.
	B. The DOC may authorize the inspection of any and all computerized information or data stored in public or personal/individualized systems of state computers or networks.

	10. Reporting Violations and Disciplinary Action:
	A. It is the responsibility of every staff member to promptly report any violations of this policy to their immediate supervisor.
	B. Violations of this policy by a staff member may result in disciplinary action, up to and including termination. If laws are violated, the staff member may be subject to criminal or civil action. Any evidence of criminal activity will be reported to...


	V. RESPONSIBILITY
	VI. Authority
	A. SDCL §§ 49-31-31.1, 24-2-20, 26-11A-30
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	100-13 [1.1.C.14] Staff Allowance for Use of Personal Remote Access Devices (09.15.2023)
	I. POLICY
	II. PURPOSE
	III. DEFINITIONS
	Personally Identifiable Information (PII):
	Remote Access Device (RAD):

	IV. PROCEDURES
	1. Allowance for Use of a Personal RAD:
	A. Requesting allowance for the use of a personal RAD and its corresponding cellular communication/data plan/contract to conduct state business is strictly voluntary and the sole responsibility of the requesting staff member.
	B. Staff members who have been issued a DOC owned RAD are not eligible for allowance for use of a personal RAD to conduct state business.
	C. The DOC shall approve an allowance amount which shall be issued to approved staff to defray costs of supporting a personal RAD with cellular communication service that is used to conduct DOC business.
	D. The DOC will review the allowance annually. Maximum allowance amounts issued by the DOC to staff shall be adjusted based on the negotiated contract rate set by BIT for state smart phone/RAD services.
	E. The monthly allowance amount may not exceed the amount incurred by the DOC for department owned/issued RADs and the corresponding cellular communication plans.
	F. Staff requesting allowance must submit a state expense voucher and a copy of the cellular communication bill to the DOC business office as directed. Documents must include the total cost of providing cellular communication service to the personal RAD.

	2. Staff Responsibilities:
	A. Staff requesting allowance are responsible for obtaining a cellular communication plan and the personal RAD device meets the required level of service defined by BIT and the DOC. The personal RAD and its supporting plan must be compatible with the ...
	B. Staff must read the BIT Remote Access Device policy and complete the BIT Remote Access Device or Mobile Device Form at: https://servicedesk.sd.gov/sp before being eligible to receive allowance. Staff members are not required to complete the form if...
	C. If a staff member receives an allowance for the use of a personal RAD to conduct DOC business, they must provide DOC with the telephone number assigned to the personal RAD.
	D. Staff are personally responsible for complying with the provider’s cellular communication service contract/plan supporting the personal RAD.
	E. Staff must notify their supervisor within twenty-four (24) hours of the inactivation or termination of a personal cellular communication service contract/plan supporting a personal RAD.
	F. Staff are responsible for backing up personal data/content stored on the personal RAD.
	G. In the case that an e-discovery request or other legally mandated search of a personal RAD cannot be fulfilled remotely through the state server by BIT/DOC, the staff member may be required to surrender the personal RAD to the appropriate authorities.
	H. Upon termination of employment with the DOC, staff may be required to demonstrate to their supervisor that all state-owned data has been removed from the personal  RAD.
	I. All DOC policies related to conduct of staff, code of ethics, and staff use of state technology or mobile communication devices shall apply to staff’s use of a personal RAD used to conduct DOC business.

	3. Eligibility and Approval:
	A. Staff may only receive allowance per month for a cellular communication service supporting a personal RAD that meets the minimum compatibility criteria set forth by BIT and the DOC.
	B. The staff member must be approved to use a personal RAD for DOC business in lieu of being issued a state-owned RAD. Supervisors shall consider the following:
	C. If the staff member meets one or more of the above criteria, the supervisor may approve the staff member to be eligible to use a personal RAD to conduct DOC business. Approved requests will be forwarded to the warden, director, secretary, or design...
	D. Staff approved by their supervisor to connect to the state email system must complete the Remote Access Device (RAD) or Mobile Device Form and electronically submit this to BIT.
	E. The supervisor or staff member is responsible for notifying the DOC business office if a staff member is no longer eligible to receive an allowance.

	4. Right to Withdraw:
	A. Receipt of a DOC issued allowance for a staff member’s cellular communication service is not an entitlement and is not part of a staff member’s salary. The amount the staff member receives is an allowance, not a reimbursement, and is taxable.
	B. Participation in the agreement to receive allowance for use of a personal RAD for DOC business may be withdrawn at any time by either party.

	5. Standards:
	A. Institutional accounting system operations will be structured to indicate the current status of appropriations and expenditures based upon information and reports from the South Dakota Accounting System (SDAS).
	B. Procedures associated with such allowances will comply with regulations as prescribed by the Bureau of Finance and Management (BFM) and the Office of the State Auditor.
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	100-14 [1.1.C.18] DOC Staff Attendance (01.01.2024)
	I. POLICY
	II. PURPOSE
	III. DEFINITIONS
	Excused Absence:
	Failure to Meet Assigned Work Schedule:
	Late Call In:
	No-Call/No-Show:
	Scheduled Absence:
	Tardiness:
	Twelve Month Rolling Period:
	Unexcused Absence:
	Workday:

	IV. PROCEDURES
	1. Immediate Supervisors:
	A. Immediate supervisors have authority to identify facility staff not previously scheduled to work to cover shift vacancies and are responsible for recalling staff not scheduled to work to sufficiently cover the shift.
	B. Immediate supervisors are responsible for ensuring staff members properly report leave time and hours worked within the time keeping system (TKS).

	2. Time Keeping System (TKS):
	A. Staff shall enter leave and hours worked in the TKS. The immediate supervisor shall approve all payable time generated in the TKS for the staff he/she supervises.
	B. Staff shall follow the approved process for requesting leave.
	C. Immediate supervisors must approve all overtime offered to a staff member. Overtime worked by custody/control staff must be documented on the Overtime Report & Authorization Form (see attachment #1). Immediate supervisors will verify all entered/do...

	3. Approved Leave Requests:
	A. It is the responsibility of immediate supervisors and/or Human Resources to determine the type of leave to be charged for each absence by staff they supervise.
	B. All staff absences from scheduled work must be approved in advance by the immediate supervisor, if possible. For leave that has not been previously approved, staff who are or will be absent must report the reason for the absence to their supervisor...
	C. Staff working flexible schedules who request leave will be charged the number of hours they are scheduled to work for the day(s) for the date the leave was requested.

	4. Vacation Leave:
	A. Initial request for vacation leave must be submitted to a supervisor who will approve or deny the request. Upon approval, staff must enter vacation time into the TKS. This must be completed at least seven (7) days prior to the start of the planned ...
	B. Approval of vacation leave requests is subject to the safety and security needs of the facility and limited to the amount of vacation time the staff person has accumulated, unless otherwise authorized to take leave without pay.
	C. Staff requesting vacation leave will be charged the number of hours they are scheduled to work for the day which the vacation leave was requested.

	5. Sick Leave:
	A. When staff have advance knowledge of a need for sick leave, such as scheduled medical procedures or appointments that conflict with the staff member’s work schedule, they shall provide as much advance notice as possible to their supervisor.
	B. When staff are required to take unplanned sick leave for sickness, injury, or other qualifying event, they are required to notify their supervisor, the on-duty supervisor, or designated point of contact, at least two (2) hours in advance of use of ...
	C. A sick leave request must be completed in the TKS by the staff member or the staff member’s immediate supervisor when the staff member returns to duty. The immediate supervisor will review the request and approve or deny the sick leave request. If ...
	D. Staff requesting sick leave for being absent for the duration of their shift must request sick leave for the number of hours they were scheduled to work. If the staff member is absent for part of their scheduled shift, they must request sick leave ...
	E. In the event a staff member is absent from work for more than three (3) consecutive workdays of planned or unplanned sick leave, the staff member will be required to submit a medical certification from a healthcare provider to their BHRA representa...

	6. Failure to Consistently Meet Assigned Work Schedule:
	A. Disciplinary action may be taken when employees consistently fail to meet their assigned work schedule. The following are examples of misuse of leave (not intended to be an inclusive list):
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	100-15 [1.1.F.01] Research Activities (07.15.2023)
	I. POLICY
	II. PURPOSE
	III. DEFINITIONS
	DOC Research Activities:
	Medical Research:
	Research Activities:
	Social Science Research:

	IV. PROCEDURES
	1. General Research Activity Guidelines:
	A. The DOC may support and engage in internal research relevant to its programs, including approved research conducted by outside research professionals.
	B. Research activities other than those activities initiated by the DOC, which utilize the participation or records of DOC employees, interns, volunteers, or offenders which are held by the DOC, must be approved in writing by the secretary of correcti...
	C. Those conducting research activities will be informed of, and shall adhere to, all DOC policies that are relative to the research project. All applicable security and safety procedures shall apply to the activities of the researcher and the researc...
	D. Research activities will comply with all state and federal law, including all laws and guidelines pertaining to the use and reporting of research findings. All approved research activities will conform to accepted professional standards and scienti...

	2. Application to Conduct Research:
	A. The principal researcher (excluding DOC research activities) must complete a Research Application (see attachment #1), prior to conducting any research within a DOC program, unit, or institution and prior to having contact with offenders or staff f...
	B. The DOC may require the researcher or sponsoring organization substantiate a professional standing in the field of corrections, criminal justice, education, or related field, subject to approval by the DOC.
	C. The applicant shall include an endorsement by a recognized research organization (e.g., university, college, private foundation, consulting firm, or public agency) that has a mandate to perform research, certifying that the research proposal is for...
	D. The design of the research and information provided on the application shall be of sufficient quality to reasonably predict the results of the research will be reliable, valid, and reasonably relevant to the business of the DOC.
	E. Submitted applications or requests received by the DOC will generally be responded to within ten (10) working days of receipt by those with authority to consider the request.

	3. Obtaining Approval to Conduct Research:
	A. DOC staff may request additional documentation from the researcher concerning any aspect of the research project, prior to making a decision on the research request.
	B. If the research application is declined, a response will be sent in writing to the contact listed on the research application within fifteen (15) working days of receipt of the research application/request. All decisions are final. A copy of the re...
	C. The Research Agreement (see attachment #2) must be signed and approved by the SOC or designee prior to initiation of the research.

	4. Conduct of the Researcher(s):
	A. The researcher(s) and/or designated DOC staff will obtain a signed Research Consent Form (see attachment #3) from all offenders, staff, interns, or volunteers (hereafter also referred to as “research subjects”) selected to participate in social res...
	B. The researcher is responsible for ensuring the subject’s rights and wellbeing are not compromised through participation or association with the research.
	C. At least one (1) DOC staff member from the Office and Planning and Analysis will be assigned to monitor the research project and oversee the researcher’s compliance with all applicable DOC policies and rules, including preservation of protected, pr...
	D. The principal researcher shall provide an explanation of the research activity, goals, expectations, and purpose to all research subjects prior to participation in the research activity or signing the consent form.
	E. The principal researcher will maintain or have access to, adequate records showing the current status of the research project, which shall be made available to the SOC or designee upon request.
	F. Data collected during the course of the research activity will only be used in the manner described to the research subject(s), or in a manner subsequently and specifically permitted by the research subject, and as approved by the DOC through accep...
	G. No research subject will receive direct or indirect compensation or special favors for participation in the research or derive any benefit from such participation not expressly described by the researched and approved by the DOC, unless approved by...
	H. Research data which identifies research subjects shall be used only for specified and approved research or statistical purposes and shall not be revealed for any purpose other than those specified. The privacy and identity of all research subjects ...
	I. Researchers visiting DOC facilities or having direct contact with offenders shall be required to submit to a criminal records background check, which shall be conducted by authorized DOC staff prior to the researcher’s admission to any DOC facility...

	5. Follow-Up Reports on Research:
	A. A draft copy of the preliminary or final findings/results of the research project may be required by the SOC or designee prior to further dissemination of such, to the public or otherwise.
	B. When the research project is complete, a final report of the findings/results will be provided by the principal researcher to the SOC and/or designated DOC staff for review.
	C. At the discretion of the SOC or designee, the researcher may be required to verify the accuracy of research data collected prior to publication.
	D. The DOC shall be granted access to the data collected though the research project upon request by the SOC or designee.

	6. Violations of Research Regulations:
	A. Permission to conduct research utilizing DOC employees, interns, volunteers, or offenders may be rescinded, suspended, terminated, or denied if there is reason to believe the research violates state or federal law, DOC policy, agency standards, or ...
	B. Violations regarding the release of offender record information may subject the violator to civil or criminal penalty (see SDCL §§ 24-2-20, 24-15-1 and 26-7A-120).

	7. Medical Research:
	A. The use of offenders for medical, pharmaceutical, or cosmetic experiments is prohibited. This does not preclude voluntary offender participation in clinical trials that are approved by clinical services based on the offender’s need for specific med...

	8. Surveys:
	A. Designated DOC staff shall respond in a timely manner to surveys sent to the DOC by an academic or professional organization seeking statistical data.
	B. Completed surveys/responses shall be forwarded to the DOC public information officer (PIO) or designee for inclusion in the department’s correspondence database.
	C. Surveys received by the DOC from private, for-profit businesses for commercial purposes shall be responded to by designated DOC staff as time and duties allow. Staff may consider any clear or perceived benefit to the DOC from participation in the s...
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	100-17 [1.3.B.08] (NP) Capital Punishment Procedures (02.01.2024)
	I. POLICY
	II. PURPOSE
	III. DEFINITIONS
	Lethal Injection:
	Witnesses:

	IV PROCEDURES
	1. General Provisions - Execution:
	A. The DOC shall maintain a proper and suitable place within the facilities to house close custody level offenders, including those offenders sentenced to death (see § SDCL 23A-27A-33).
	B. Offenders sentenced to death will be maintained on close custody status.
	C. Executions are conducted under the direction of the secretary of the South Dakota Department of Corrections, or designee, as appointed by the secretary of corrections (SOC).
	D. The governor may investigate the circumstances of the case of an offender sentenced to death in a manner he/she deems appropriate and may require the assistance of the attorney general. The governor has the power to reprieve or suspend the executio...
	E. If there is a question on an offender’s mental competence to proceed with the execution, the warden of the  state correctional facility  will notify the SOC and the sentencing court. If the sentencing court determines there is a substantial thresho...
	F. A pregnant offender may not be executed, pursuant to SDCL §§ 23A-27A-27 through 23A-27A-29.
	G. Offenders will be moved to restrictive housing (RH) the day before the first day of warrant week.

	2. Warrant of Execution:
	A. The sentencing judge, or his/her successor in office, will have a signed and certified Warrant of Death Sentence and Execution provided to the SOC.
	B. The Warrant of Death Sentence and Execution will state the week within which the offender is to be executed.
	C. The SOC may carry out the execution at any time within the week stated in the Warrant of Death Sentence and Execution.

	3. Time and Place of Execution:
	A. All executions will take place at a state correctional facility.
	B. Advance notice of the day and hour set by the SOC for the execution will be kept confidential and only divulged to those invited or requested to be present at the execution.
	C. No person may divulge the day and hour set for the execution prior to the public announcement.
	D. The DOC will publicly announce the day and hour of the execution not less than forty-eight (48) hours in advance. The release of information to the media outlets shall be coordinated with the DOC public information officer (PIO). All other DOC staf...

	4. Selection of Witnesses:
	A. No person under the age of eighteen (18) will be allowed to witness an execution.
	B. Only persons authorized by the  SOC and those authorized by statute are allowed to attend the execution.
	C. Space and seating for witnesses is limited by the size of the room(s), the viewing windows, and concerns for the safety and security of the witnesses and staff.
	D. Preference will be given to accommodating as many representatives of the victim as possible, given the space constraints and the requirements in state law that other persons also serve as witnesses.
	E. The SOC has final approval of all witnesses not specifically required by law to be invited.
	F. All witnesses other than the attorney general, trial judge, state’s attorney, and sheriff are subject to the same background check as a visitor to the facility, unless exempted by the SOC.

	5.  The Execution:
	C. The governor, and chief justice of the State Supreme Court, or designee will be provided with the telephone numbers of the warden’s office, the chemical room, and multiple backup telephone numbers, including cell phone numbers of the warden and ass...
	D. The offender will be escorted into the execution chamber and secured to the execution table.
	E. Two (2) intravenous injection (IV) sites will be prepared and inserted, normally one (1) in each of the offender’s arms.
	F. A bag of sterile saline solution will be connected to each IV site. Each IV will be checked and verified as running properly before witnesses are escorted into the viewing rooms.
	G. The witnesses will be brought into the respective witness rooms one (1) group at a time.
	H. The curtains outside the witness rooms will remain closed until the warden orders them opened.
	I. The warden will give the offender an opportunity to make a final statement. A transcript will be made of the offender’s statement and the transcript will be made public.
	J. After the lethal injections have been administered, the warden will wait a brief period before summoning a person capable of examining the offender for the presence of respirations and heartbeat and, if appropriate, a person authorized to pronounce...
	K. After death has been pronounced, the curtains of the witness rooms will be closed, and the witness groups will be escorted away from the area separately.

	6. Post-Execution Procedures:
	A. The warden or corrections official attending and in charge of the execution shall prepare and sign a certificate of execution, setting forth the date, time, place, and manner of execution. The certificate of execution document shall also be signed ...
	B. The coroner shall conduct a postmortem examination of the body and report in writing the results of the examination. This report shall be included in the certificate of execution.
	C. After the county coroner has completed the investigation, the body of the offender (unless claimed by a relative or personal representative), will be interred in a cemetery within the county the state correctional facility is situated.
	D. Within ten (10) days following the execution, the certificate of execution will be filed with the clerk of courts of the county where the offense occurred.

	7. Post-Execution Media Briefing:
	A. The DOC PIO will conduct a post-execution media briefing for recognized news media outlets on the state correctional facility grounds.
	B. The DOC PIO will announce the execution has been carried out and provide other information such as a timeline of the execution during the press briefing.
	C. Media witnesses to the execution are required to attend the post-execution press briefing to share information about the execution with other media members.


	V. RESPONSIBILITY
	VI. Authority
	A. SDCL § 23-14 Coroner’s Inquests.
	B. SDCL § 23A-27A Capital Punishment.
	C. SDCL § 23A-27A-15 Warrant of death sentence and execution--Time of execution.
	D. SDCL § 23A-27A-16 Delivery of defendant with warrant to state correctional facility.
	E. SDCL § 23A-27A-17 Date and time of execution--Secretary of corrections to make public announcement.
	F. SDCL § 23A-27A-19 Investigation by Governor.
	G. SDCL § 23A-27A-20 Reprieve or suspension of sentence by Governor during investigation.
	H. SDCL § 23A-27A-22 Mental incompetence of defendant--Notice to Governor, secretary of corrections, and sentencing court.
	I. SDCL § 23A-27A-24 Defendant incompetent to be executed--Suspension of sentence--Confinement--Periodic review.
	J. SDCL § 23A-27A-26 Defendant mentally competent to be executed--Warrant of death sentence and execution--Time of execution.
	K. SDCL § 23A-27A-27 Pregnancy of defendant--Examination--Report.
	L. SDCL § 23A-27A-28 Suspension of sentence if defendant pregnant.
	M. SDCL § 23A-27A-29 Defendant no longer pregnant--Execution warrant issued.
	N. SDCL § 23A-27A-31 Warrant appointing new time for execution issued by sentencing court if defendant not executed within original time period.
	O. SDCL § 23A-27A-31.2 Confidentiality of identity of person or entity supplying or administering intravenous injection substance--Violation as misdemeanor.
	P. SDCL § 23A-27A-32 Place and manner of execution--Qualifications to administer intravenous injection--Substances dispensed to secretary of corrections or designee without prescription.
	Q. SDCL § 23A-27A-33 Place for persons and equipment provided at correctional facility.
	R. SDCL § 23A-27A-34 Attendance at execution by attorney general, sentencing judge, state's attorney, sheriff, representatives of victim, news media, and additional citizens approved by secretary of corrections.
	S. SDCL § 23A-27A-34.1 Attendance at execution by person trained to pronounce death, corrections staff, and law enforcement officers.
	T. SDCL § 23A-27A-34.2 Witnesses permitted to defendant at execution.
	U. SDCL § 23A-27A-36 Other persons not permitted to attend.
	V. SDCL § 23A-27A-37 Secrecy of execution time--Disclosure as misdemeanor.
	W. SDCL § 23A-27A-37.2 Postmortem examination by county coroner.
	X. SDCL § 23A-27A-39 Interment of body unless claimed by relative.
	Y. SDCL § 23A-27A-40.1 Certificate of execution.
	Z. SDCL § 23A-27A-42 Death penalty prohibited for defendant younger than eighteen when offense committed.
	AA. SDCL § 24-1-27 Disposition of a dead inmate—Notice to next of kin.
	BB. Baze v. Rees, 217 S. W. 3d 207, (May 7, 2008) and affirmed by 553 U.S. 35 (2008)
	CC. Taylor v. Crawford, 487 F. 3d 1072 (8th Cir. 2007)
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	100-18 [1.3.C.07] Tobacco Products and Electronic Cigarettes Use and Possession (02.15.2024)
	I. POLICY
	II. PURPOSE
	III. DEFINITIONS
	Electronic Cigarette (e-cigarette):
	Tobacco Product:

	IV. PROCEDURES
	1. Tobacco and Electronic Cigarette Prohibition:
	A. Use of e-cigarettes and tobacco products are prohibited on all real property, or portions thereof, owned by the executive branch of state government and under the direction and control of the governor, including all real property leased by the stat...
	B. The DOC secretary of corrections (SOC) or his/her designee may grant certain exceptions for use of tobacco products for special circumstances, events, or ceremonies.

	2. Offender Use or Possession:
	A. Offenders shall not use or possess tobacco products on DOC property except for tobacco products used for approved religious or cultural ceremonies or activities, or as otherwise approved by the SOC or designee.
	B. Tobacco products and electronic cigarettes are considered contraband when possessed by any offender in DOC custody, except for those tobacco products used for approved religious/cultural ceremonies. Tobacco approved for use in religious/cultural ac...
	C. Juveniles on aftercare will adhere to their aftercare contract. Additionally, state law prohibits the use or possession of tobacco products by youth under the age of twenty-one (21). Offenders that violate state law may be subject to court fines an...

	3. Visitor and Staff Use or Possession:
	A. It is not a violation of DOC policy or Executive Order for staff members or visitors to possess tobacco products or electronic cigarettes on DOC property, provided such items are properly secured. However, staff members and visitors are required to...
	B. Staff are not entitled to a break during the workday to use tobacco products or electronic cigarettes; however, supervisors are authorized to grant staff breaks, provided this does not interfere with the safety, security, or disciplined operation o...
	C. Violations of this policy by staff may result in disciplinary action (BHR Employee Handbook).

	4. Native American Ceremonial Herbal Mixture:
	A. Ceremonial mixture may only consist of red willow bark, other approved botanicals, and may include tobacco (not to exceed 1% tobacco).
	B. Native American offenders may only use ceremonial mixture containing tobacco obtained from the cultural activities coordinator (CAC). The CAC will be responsible for observing and overseeing the introduction and mixing processes for all ceremonial ...
	C. The ceremonial mixture will be stored in a designated and secure location. An approved fire/pipe keeper may pick up the mixture from the CAC or authorized staff. If no approved fire/pipe keeper is in place at the time of the ceremony, or if an appr...
	D. No ceremonial mixture containing tobacco may be stored inside the secure perimeter of a DOC institution. Any ceremonial mixture containing tobacco that is not used during a ceremony must be returned to the designated and secure storage area outside...
	E. No offender will be allowed to prepare his/her own mixture containing tobacco, or any mixture for another offender.
	F. At no time will an offender be allowed to leave the site of a ceremony with ceremonial mixture containing tobacco. Offenders who remove tobacco or ceremonial mixture containing tobacco from the ceremony site without authorization are subject to dis...
	G. Due to ventilation concerns, cultural religious activities that involve burning, smudging, or smoking will only be permitted inside designated buildings or rooms, as approved by the CAC or designated staff.
	H. At the conclusion of a ceremony at which ties and flags are used, the ties or flags must be burned. The only place ties and flags are allowed to be burned is in the sweat lodge fire.


	V. RESPONSIBILITY
	VI. Authority
	A. SDCL § 10-50B-4 Cigarette defined.
	B. SDCL § 24-2-22 Possession of unauthorized articles with intent to deliver to inmate as felony.
	C. SDCL § 34-46-1 Definition of terms.
	D. SDCL § 34-46-2 Unlawful actions.
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	III. DEFINITIONS
	Mission Statement:
	Values:
	Vision Statement:

	IV PROCEDURES
	1. Overview:
	A. Mission Statement:
	B. Vision:
	A national leader in corrections that enhances public safety.
	C. Values:
	We value our staff as our greatest asset.
	D. The Department of Corrections’ Administration Office will provide corrections policy leadership, direction, and support of the state corrections system.
	E. The secretary of corrections (SOC) will ensure that planning, budgeting, and management of all institutions and divisions under the department’s control are directed toward fulfilling the department’s mission, vision, and values.
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